PRIVACY POLICY
Last Updated: October 25, 2025
FundMomentum, Inc. (“FundMomentum,” “we,” “us,””out”, or “Company”) respects your privacy and is committed to protecting your personal information. This Privacy Policy explains how we collect, use, disclose and safeguard information when you visit our website or interact with our services.
Information We Collect
Personal Information You Provide
· Contact information: Name, email address, phone number, mailing address.
· Professional Information: Company name, job title, business address.
· Financial Information: Investment experience, accredited investor status, financial statements (when applicable).
· Communication Records: Messages, inquiries, and correspondence with us.
· Event Information: Registration details for events, webinars, or meetings.
· Investment interest data submitted.
· Data shared during onboarding.
· Account and performance data.
· Technical data: IP address, cookies, browser information
· Usage Data: Pages visited, time spent on pages, click-through rates, referral sources.
· Cookies and Tracking Technologies: See our Cookie Policy.
Information from Third Parties

We may receive information about you from: 
· Business partners and affiliates
· Professional Service Providers
· Publicly available sources
· Data enhancement services (to verify and update information)
How We Use Your Information
Business Operations
· Providing and improving our services.
· Processing inquiries and provide investor information
· Manage marketing communications
· Facilitate investor verification and transactions
· Manage investor relations and client relationships


Data Sharing
FundMomentum shares limited data with trusted third-party service providers:
· Website hosting and maintenance
· Email marketing and communication services
· Data analytics and research
· Legal and compliance services
· Professional advisory services
· Co-Investment partners and syndicate members
· Professional advisors (lawyers, accountants, consultants)
· Due diligence providers and verification services
Legal Requirements

we may disclose information when required by law or to: 
· Comply with legal process, court orders, or regulatory requests
· Protect our rights, property, or safety
· Prevent fraud or illegal activities
· Enforce our terms and agreements
Business Transactions

In the event of a merger, acquisition, or sale of assets, your information may be transferred as part of the business transaction, subject to confidentiality protections.
Data Retention, Security and Breach Notification
Data is stored securely and retained only as necessary for operational or regulatory reasons.
Monitored in New York. On two trusted and top US Platforms: Dream Ocean & Cloudflare.
We implement appropriate technical and organizational security measures to protect your information, including: 
· Encryption of sensitive data in transit and at rest
· Access controls limiting information access to authorized personnel
· Regular security assessments and updates
· Employee training on data protection practices
· Incident response procedures for potential security breaches.
However, no method of transmission or storage is completely secure, and we cannot guarantee absolute security.

Data Breach Notification: If a personal data breach occurs that is likely to result in a high risk to your rights and freedoms, we will notify you and relevant regulatory authorities as required by applicable law, typically within 72 hours of becoming aware of the breach.  +
International Data Transfers
If you are located outside the United States, your information may be transferred to and processed in the United States or other countries where we or our service provides operate. We ensure appropriate safeguards are in place for international transfers, including: 
· Standard contractual clauses approved by relevant authorities
· Adequacy decisions by regulatory bodies
· Other lawful transfer mechanisms as appropriate
Your Rights and Choices
Depending on your location, you may have certain rights regarding your personal information: 
California Consumer Privacy Rights (CCPA/CPRA)

If you are a California resident, you have the right to: 
· Know what categories of personal information we collect and how we use it
· Request deletion of your personal information (subject to certain exceptions)
· Opt out of the sale or sharing of personal information (we do not sell personal information)
· Non-discrimination for exercising your privacy rights
· Correct inaccurate personal information
· Limit use of sensitive personal information
European Union/UK Data Protection Rights (GDPR/UK GDPR)
If you are located in the EU or UK, you have the right to: 
· Access your personal information and receive a copy
· Rectify inaccurate or incomplete personal information
· Erase your personal information under certain circumstances
· Restrict processing of your personal information
· Data portability – receive your information in a portable format
· Object to processing based on legitimate interests
· Withdraw consent where processing is based on consent
To exercise these rights, please contact us using the information provided below. We will respond to your request within the timeframes required by applicable law.
Retention of Information
We retain your personal information for as long as necessary to: 
· Provide our services and maintain our business relationship
· Comply with legal and regulatory requirements
· Resolve disputes and enforce agreements
· Fulfill legitimate business purposes
Specific retention periods vary based on the type of information and applicable legal requirements.
Communication and Marketing
· Sending newsletter, updates, and promotional materials.
· Invitations to events, webinars, gatherings and conferences.
· Providing market insights and investment updates.
· Customizing content and communications based on your interests.
Legal and Compliance
· Complying with legal and regulatory requirements.
· Verifying accredited investor status and other qualifications.
· Maintaining records for regulatory reports.
· Detecting and preventing fraud or unauthorized access.
Analytics and Improvement
· Analyzing website usage and user behavior.
· Improving our website functionality and user experience.
· Conducting research and analytics for business purposes.
Cookie Policy
We use cookies and analytics tools to understand usage patterns. See our Cookie Policy.
User Rights
You may request access, correction, or deletion of your data by contacting privacy@fundmomentum.com.
Children’s Privacy
This site is not intended for individuals under 18.
Changes to This Privacy Policy
We may update this Privacy Policy periodically to reflect changes in our practices or applicable laws. We will notify you of material changes by: 
· Posting the updated policy on our website
· Updating the “Last updated” date
· Sending email notifications for significant changes (where appropriate)
Your continued use of our services after changes are posted constitutes acceptance of the updated Privacy Policy.
Contact Information: if you have any questions, concerns or requests: info@fundmomentum.com
